Parents’ Bill of Rights Pursuant to Education Law §2-d

In accordance with Section 2-d of the New York State Education Law, the White Plains City School District hereby sets forth the following Parents’ Bill of Rights for Data Privacy and Security, which is applicable to all students and their parents and legal guardians.

(1) Section 2-d of the New York State Education Law and the Family Educational Rights and Privacy Act ("FERPA") protect the confidentiality of personally identifiable information. Section 2-d and FERPA assures the confidentiality of records with respect to "third parties," and provides parents with the right to consent to disclosures of personally identifiable information contained in the students' education records. Exceptions to this include school employees, officials and certain State and Federal officials who have a legitimate educational need to access such records. In addition, the district will, upon request of parents, or adult students, or if otherwise required by law, disclose student records to officials of another school district in which a student seeks to enroll.

(2) A student's personally identifiable information cannot be sold or released for any commercial purposes;

(3) Personally identifiable information includes, but is not limited to:

i. The student's name;

ii. The name of the student's parent or other family members;

iii. The address of the student or student's family;

iv. A personal identifier, such as the student's social security number, student number, or biometric record;

v. Other indirect identifiers, such as the student's date of birth, place of birth, and mother's maiden name;
vi. Other information that, alone or in combination, is linked or linkable to a specific student that would allow a reasonable person in the school community, who does not have personal knowledge of the relevant circumstances, to identify the student with reasonable certainty; or

vii. Information requested by a person who the educational agency or institution reasonably believes knows the identity of the student to whom the education record relates.

(4) In accordance with FERPA, Section 2-d and the District’s Student Record Policy, parents have the right to inspect and review the complete contents of their child's education record;

(5) The District has the following safeguards in place to protect student data, including personally identifiable information stored or transferred by the District: Centralized databases utilizing the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption; computer servers are centralized in the district datacenter, which is locked and alarmed; utilizing a variety of intrusion detection software and policies, including firewall protection services of BOCES, antivirus software, network monitoring via WhatsUpGold software; strong/complex password policy with a change in effect every 90 or 180 days depending on the exact software system; constant training and reminders of users to not share usernames or passwords on any database system; annual audit of the safety systems by district’s internal auditor.

(6) New York State, through the New York State Education Department, collects a number of student data elements for authorized uses. A complete list of all student data elements collected by the State is available for public review, at NYS Education Department, Office of Information and Reporting Services at http://www.p12.nysed.gov/irs/sirs/

(7) Parents have the right to submit complaints about possible breaches of student data addressed. Any such complaint must be submitted, in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsdk12.ny.us.
SUPPLEMENTAL INFORMATION FOR THIRD PARTY CONTRACTORS

The White Plains City School District provides certain student data to the following third party contractors:

(1) **Scholastic Education Systems** – for students to access ELA and Math content and assessments

   a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

   b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

   c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpscd.k12.ny.us.

   d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.

(2) **Imagine Learning** – for students to access ELA/ESL content and assessments

   a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

   b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

   c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpscd.k12.ny.us.

   d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.
(3) **Dibels.net** – to obtain student assessment data

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsd.k12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.

(4) **Reading A-Z** – for students to access instructional content and assessments

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsd.k12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.
(5) **Schoolwires** – for students to access instructional content

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsd.k12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.

(6) **Springboard** – for students to access ELA content and assessments

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsd.k12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.
(7) **Successnet** – for students to access Math content and assessments

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) A parent or eligible student has the right to submit concerns or challenges to the accuracy of student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsdk12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.

(8) **Transfinder** – to develop student transportation routes.

a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

c) Parents or eligible student has the right to submit concerns or challenges to student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsdk12.ny.us.

d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.
(9) **Naviance** – for students to access college and career information and applications

   a) This contractor is prohibited from further sharing any student data to subcontractors, research institutions, persons or entities that are not directly an employee or department/office within this contractor’s organization, unless written consent is included with any contract. This includes sharing of any database, spreadsheet, word processing, csv, html or text files or providing credentials to access the data via the contracted software. This doesn’t pertain to the actual storage of the data on physical hard drives or solid state drives of a data center.

   b) Absent renewal, this agreement expires annually on June 30. If the district doesn’t renew the contract past June 30th of the contractual year, all student data shall be deleted (within 90 days) in accordance with the National Institute of Standards and Technology (NIST) standard 800-88.

   c) Parents or eligible student has the right to submit concerns or challenges to student data by submitting in writing, to: Timothy P. Connors, Superintendent of Schools, 5 Homeside Lane, White Plains, NY 10605, 914 422-2033, timconnors@wpcsd.k12.ny.us.

   d) Student data shall be stored in a secure data center using monitoring of the access doors, fire and security monitoring, system health and intrusion monitoring, data backups and retentions. Data storage and access shall comply with the Advanced Encryption Standard (AES) with minimums of 128 bit key encryption or better.
The following systems are exempt from Education Law §2-d:

- Infinite Campus (BOCES contract) – main student information and grading system – physically maintained in district.
- EP Direct (BOCES contract) – main special education information system – physically maintained at the SW BOCES/LHRIC
- Winsnap – student food service system - physically maintained in district
- Follet Destiny Library System (BOCES contract) – library and textbook management system - physically maintained in district.
- SED/BOCES level 0 and level 1 datawarehouses (BOCES contract) – state reporting system for AYP and APPR compliance - physically maintained at the SW BOCES/LHRIC
- Castle Learning (BOCES Contract) – for students to access instructional assessments
- Learning.com (BOCES Contract) – for students to access instructional content and assessments
- Discovery Education (BOCES Contract) – for students to access instructional video content
- Rosetta Stone (BOCES Contract) – for students to access language and assessment content
- Achieve 3000 (BOCES Contract) – for students to access ELA content and assessments
- Performance Plus (BOCES Contract) – for student assessment data
- Office 365 (BOCES Contract) – for students to access online applications
- Edgenuity (BOCES Contract) – for students to access online learning courses
- K12alerts (BOCES Contract) – to facilitate the District’s automated notification system messages to be sent via phone, email and text message.
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